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PURPOSE

The aim of this Policy is to set out how the Institute will manage personal data, in compliance with
the law and the subjects’ expectations.

POLICY SECTIONS

Objectives

1. To be clear about how personal data must be processed

2. To comply with the data protection law and with good practice

3. To protect the Institute’s reputation by ensuring the personal data entrusted to us is
processed in accordance with data subjects’ rights

4. To protect the Institute from risks of personal data breaches and other breaches of data
proftection law.

Principles

1. All Personal data must be processed lawfully, objectively and with transparency.

2. The data must only be collected only for specified, explicit and legitimate purposes and
should not be further processed in a manner inconsistent with those purposes.

3. Data collection should be adequate, relevant and limited to what is necessary.

4. It should be accurate and, where necessary, maintained up to date.

5. It should not be kept in a form which permits identification of data subjects for longer than
is necessary and should be archived in reasonable time after it has fulfilled the purpose of
collection.

6. It should beprocessed in a manner that ensures complete security, with use of appropriate
technical and organizational measures to protect against unauthorized or unlawful use of
data, and against accidental loss, destruction or tampering.



StaffResponsibilities

Staff members who process personal data of students, other staff members, and applicants of
various qualifications, alumni of the Institute or any other individual associated must comply with
this Policy. Staff members must ensure the following:

1. All data is stored and used securely

2. No personal data is disclosed to any unauthorised third party - either verbally or in writing,
accidentally or otherwise.

3. Any queries regarding data protection, including subject access requests and complaints,
are promptly directed to the relevant authorities.

4. Any breaches are reported swiftly to the relevant authorities.

Student Responsibilities

1. Itis the responsibility of the learners to familiarize themselves with the Data Protection Policy
2. They should ensure that the data provided to the Institute is accurate and up to date.

REVIEW

This Policy would be reviewed annually by the Management. It may also be reviewed in case of
any substantial change, whichever is earlier.
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